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POLITIQUE RSE - D / Éthique 

Introduction 

   1.1 Objectif 
Ce document vise à définir la politique et les indicateurs à suivre par 
LOGICLEVER  en matière d'éthique.​
Logiclever s'engage à mener ses activités avec le plus haut niveau d'intégrité et 
de responsabilité. Cette charte d'éthique a pour but de définir les normes de 
comportement que nous attendons de nos employés, partenaires et 
fournisseurs, afin de garantir que nos pratiques respectent les lois et les valeurs 
éthiques de l'entreprise.​
 

   1.2 Portée 
Cette politique s'applique à tous les employés, sous-traitants, fournisseurs et 
partenaires commerciaux de LOGICLEVER. 

Elle couvre tous les aspects de notre activité, en particulier les domaines 
sensibles tels que la corruption, les conflits d'intérêts, les fraudes, le blanchiment 
d'argent, la concurrence déloyale, et la sécurité informatique. 

 

   1.3 Engagement envers la RSE  
LOGICLEVER s'engage à l'exemplarité éthique en tant que société pour influer 
positivement sur ses partenaires et sur la société. 

Nous considérons notre engagement envers la Responsabilité Sociale 
d'Entreprise (RSE) comme un levier essentiel pour évoluer vers une pratique 
professionnelle plus juste et responsable. Notre objectif est de créer un impact 
positif et durable, en garantissant des conditions de travail éthiques et 
respectueuses des lois.  
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L'intégrité de l'entreprise 

   2.1 Définition de l'intégrité au sein de Logiclever 
Chez Logiclever, l'intégrité signifie agir avec honnêteté, transparence et respect 
des lois dans toutes nos interactions. Notre ADN d’entreprise libérée ne va pas à 
l’encontre d’une démarche éthique, au contraire, nous croyons qu’il s’agit d’une 
force pour affirmer notre probité totale. Nous nous engageons à adopter des 
pratiques éthiques, à éviter toute forme de corruption, et à maintenir une 
conduite irréprochable. L'intégrité est essentielle pour renforcer la confiance de 
nos clients, partenaires et employés, et constitue un pilier de notre réussite à 
long terme. Infine nous sommes une entreprise humaine qui intègre pleinement 
ses enjeux d’éthique dans sa conduite.  

 

   2.2 Lutte contre la corruption 
Logiclever adopte une politique de tolérance zéro envers la corruption sous 
toutes ses formes, y compris les pots-de-vin, les cadeaux inappropriés ou tout 
autre avantage indu offert ou reçu pour influencer une décision d'affaires. 
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●​ Objectif quantitatif : 50 d’employés formés aux risques de corruption, 
aux situations à risque, et aux conséquences légales et éthiques des 
pratiques corrompues 

●​ Objectif quantitatif : 0 incidents de corruption signalé sur une année 
●​ Objectif quantitatif : 0 incidents de corruption confirmé sur une année 
●​ Objectif quantitatif : 0  transactions financières inhabituelles détectées 

sur une année 
●​ Objectif quantitatif : 100% des fournisseurs incluant des clauses 

anti-corruption dans leur contrat 
●​ Objectif quantitatif : 100% des fournisseurs ayant signé le code de 

conduite 

En cas d’anomalie qu’un salarié ou fournisseur pourrait identifier au sein de 
l’entreprise, nous demandons à chacun d’en faire part  via le canal de 
signalement anonyme conformément à la loi Sapin II. 
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Actions associées :  

●​ Établissement un code de conduite clair qui interdit explicitement toute 
forme de corruption, incluant le versement de pots-de-vin, les cadeaux 
inappropriés ou les faveurs 

●​ Mise en place une politique stricte concernant les cadeaux et les 
hospitalités, en fixant des limites claires sur ce qui est acceptable et en 
exigeant la déclaration de tout cadeau reçu ou offert (voir code de 
conduite) 

●​ Mise à disposition d’une formation des employés  aux risques de 
corruption, aux situations à risque, et aux conséquences légales et 
éthiques des pratiques corrompues. : Mooc BPI  

 

●​ Suivi et évaluation par les salariés de cette formation dans l’application 

●​ Inclure des clauses anti-corruption dans les contrats avec les fournisseurs 
(article 12.4. Ethique des Affaires), partenaires et clients, engageant 
toutes les parties à respecter les standards éthiques de Logiclever  

●​ Mettre en place un canal de signalement confidentiel et anonyme pour 
que les employés puissent signaler tout soupçon de corruption sans 
crainte de représailles. 

●​ Surveiller les transactions financières inhabituelles où les paiements qui 
ne semblent pas justifiés par des biens ou services reçus, ce qui pourrait 
indiquer des pratiques corruptives. 
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https://docs.google.com/document/d/1sWIOuxi39Ca8FovfMHU993p9tWzPR5h-rrzihAB_OkA/edit
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https://www.bpifrance-universite.fr/formation/lutte-contre-la-corruption-et-le-trafic-dinfluence/
https://docs.google.com/document/d/1OpSwGFQJaoDfG7vVCElCb5AGPFlQ05BeWTsOme18zU8/edit
https://docs.google.com/forms/d/1ZREgEOc540wyGPZOMMbuM4Il8BR8KnJq_KEM8SWnmJo/edit


POLITIQUE RSE - D / Éthique 

●​ Réalisation d’une cartographie des risques de corruption 

 

Indicateurs associés :  

●​ Pourcentage des fournisseurs ayant signé le code de conduite 

●​ Pourcentage d’employés formés aux risques de corruption, aux situations 
à risque, et aux conséquences légales et éthiques des pratiques 
corrompues 

●​ Pourcentage de fournisseurs incluant des clauses anti-corruption dans 
leur contrat 

●​ Nombre de signalements pour corruption enregistrés 

●​ Nombre d'incidents de corruption confirmés 

●​ Nombre de transactions financières inhabituelles détectées 

 

   2.3 Gestion des conflits d'intérêts 
Logiclever s'engage à identifier, déclarer et gérer tout conflit d'intérêts potentiel 
afin d'assurer que les décisions d'affaires soient prises dans l'intérêt de 
l'entreprise, et non sur la base d'intérêts personnels.  

Nous identifions plusieurs situations à risque en matière de conflit d'intérêts, 
notamment : la prise de décisions commerciales influencées par des relations 
personnelles ou familiales, la participation à des activités extérieures qui 
pourraient entrer en concurrence avec les intérêts de l'entreprise, l'octroi de 
contrats à des entreprises dans lesquelles un employé ou un proche a un intérêt 
financier, et l'acceptation de cadeaux ou d'avantages personnels de la part de 
fournisseurs ou de clients. Pour prévenir ces situations, nous demandons à tous 
les employés de déclarer tout conflit d'intérêt potentiel et de s'abstenir de toute 
action qui pourrait compromettre leur impartialité ou celle de l'entreprise. 

 

●​ Objectif quantitatif : 0 cas de conflits d’intérêts signalé sur une année 
●​ Objectif quantitatif : 0 cas de conflits d’intérêts confirmé sur une année 
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Actions associées :  

●​ Mettre en place un canal de signalement confidentiel et anonyme pour 
que les employés puissent signaler tout conflit d'intérêt 

●​ Suivre la résolution des cas de de conflits d’intérêts déclarés 

 

Indicateurs associés :  

●​ Nombre de signalements pour conflit d'intérêt enregistrés  

●​ Nombres de situations pour conflit d'intérêt confirmés 
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Prévention des comportements inappropriés 

   3.1 Prévention des fraudes 
Logiclever ne tolère aucune forme de fraude et met en place des mesures 
strictes pour prévenir, détecter et traiter toute activité frauduleuse.  

Les situations à risque de fraude incluent la manipulation de données 
financières, la falsification de documents ou de signatures, le détournement de 
fonds ou de ressources de l'entreprise, et l'utilisation abusive des systèmes 
informatiques pour un gain personnel. Les fraudes peuvent également se 
manifester par des rapports d'activité trompeurs ou des malversations dans les 
processus d'achat et de dépenses. 

 

lien  
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En cas d’anomalie qu’un salarié pourrait identifier au sein de l’entreprise, 
nous demandons à de compléter le formulaire de signalement confidentiel 
et anonyme. 

●​ Objectif quantitatif : 50% d’employés formés à la détection des cas de 
fraude et à la lutte anti fraude. 

●​ Objectif quantitatif : 0 cas de fraude enregistré sur une année 
●​ Objectif quantitatif : 0 cas de fraude confirmé sur une année 

 

Plan d’urgence en cas de fraude :  

●​ En cas de fraude, le directeur général, assisté de l’office manager, seront 
responsable de gérer la crise.  

●​ Dans un délai le plus court (<24h), ils auront la responsabilité de :  
○​ créer un comités de crise 
○​ contacter les banques (principalement celle qui a exécuté le 

virement) 
○​ éventuellement contacter les forces de police/gendarmerie locale 
○​ éventuellement contacter les  cellules spécialisées (brigade 

d’enquête sur les fraudes aux technologies de l’information ou 
office central de lutte contre la criminalité liée aux technologies de 
l’information et de la communication) 

○​ contacter et se faire assister par les avocats  
○​ récolter les preuves à assembler 

Pour aider les dirigeants et les responsables informatiques des entreprises et des 
collectivités, l’ANSSI a mis à leur disposition deux guides très pratiques, afin de les 
accompagner pas à pas dans la gestion de crise cyber : 

●​ https://www.ssi.gouv.fr/guide/attaques-par-rancongiciels-tous-concernes-com
ment-les-anticiper-et-reagir-en-cas-dincident/ 

●​ https://www.ssi.gouv.fr/guide/organiser-un-exercice-de-gestion-de-crise-cyber
/ 

 

Actions associées :  

●​ Formation des employés à la détection des cas de fraude et à la lutte anti 
fraude.  Mooc BPI 

●​ Suivi des formations et évaluations dans l’application Logiclever 
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https://docs.google.com/forms/d/1ZREgEOc540wyGPZOMMbuM4Il8BR8KnJq_KEM8SWnmJo/edit
https://docs.google.com/forms/d/1ZREgEOc540wyGPZOMMbuM4Il8BR8KnJq_KEM8SWnmJo/edit
https://www.ssi.gouv.fr/guide/attaques-par-rancongiciels-tous-concernes-comment-les-anticiper-et-reagir-en-cas-dincident/
https://www.ssi.gouv.fr/guide/attaques-par-rancongiciels-tous-concernes-comment-les-anticiper-et-reagir-en-cas-dincident/
https://www.ssi.gouv.fr/guide/organiser-un-exercice-de-gestion-de-crise-cyber/
https://www.ssi.gouv.fr/guide/organiser-un-exercice-de-gestion-de-crise-cyber/
https://www.bpifrance-universite.fr/formation/se-premunir-contre-les-risques-de-fraude/
https://www.appsheet.com/start/fb0fd4ce-7d60-4d7a-85e3-ed73cc62e46a#appName=AppLL-5792945&defaults=%5B%7B%22ColumnName%22%3A%22Code_affichage_th%C3%A8me%22%2C%22ColumnValue%22%3A%225+-+Management%22%7D%5D&group=%5B%5D&page=detail&row=99801ac8&sort=%5B%7B%22Column%22%3A%22Nb_Formation%22%2C%22Order%22%3A%22Descending%22%7D%5D&table=Formation&view=Formation_Detail
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●​ Mettre en place un canal de signalement confidentiel et anonyme pour 
que les employés puissent signaler toute fraude 

●​ Suivi des fraudes détectées et de leur traitement  

 

Indicateurs associés :  

●​ Pourcentage d’employés formés à la détection des cas de fraude et à la 
lutte anti fraude. 

●​ Nombre de signalements pour fraude enregistrés  

●​ Nombre de cas de fraude confirmés 

 

   3.2 Lutte contre le blanchiment d'argent 
Logiclever s'engage à éviter toute implication dans des activités de blanchiment 
d'argent et à respecter les réglementations en vigueur à ce sujet. 

Dans une petite entreprise de services numériques (ESN) comme Logiclever, les 
risques de blanchiment d'argent peuvent se manifester par l'utilisation de 
l'entreprise pour dissimuler l'origine illicite de fonds, notamment à travers des 
transactions financières complexes, des paiements injustifiés ou des contrats 
avec des entités opaques ou non vérifiées. Le blanchiment peut également 
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survenir via l'intégration de fonds douteux dans les revenus de l'entreprise, ou 
l'implication dans des projets financés par des sources inconnues ou suspectes.  

Pour mitiger ces risques, nous mettons en place des procédures de vérification 
des partenaires et clients, suivons de près les transactions financières 
inhabituelles et formons nos employés à identifier les signes de blanchiment. 

●​ Objectif quantitatif : 90% de personnes à la Direction générale ou Office 
management formés à la reconnaissance des pratiques de blanchiment 

●​ Objectif quantitatif : 0 cas de blanchiment d’argent signalé sur une 
année 

●​ Objectif quantitatif : 0 cas de blanchiment d’argent confirmé sur une 
année 

●​ Objectif quantitatif : 100% de contrats commerciaux incluant des clauses 
de respect des lois anti-blanchiment 

En cas d’anomalie qu’un salarié pourrait identifier au sein de l’entreprise, 
nous demandons à de compléter le formulaire de signalement confidentiel 
et anonyme. 

 

Actions associées :  

●​ Formation des employés concernés par les achats sur la reconnaissance 
des pratiques de blanchiment sur  My-mooc  

●​ Suivi des formations et évaluations dans l’application Logiclever 
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https://docs.google.com/forms/d/1ZREgEOc540wyGPZOMMbuM4Il8BR8KnJq_KEM8SWnmJo/edit
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https://www.my-mooc.com/fr/video/ame-liorer-la-gestion-des-risques-et-lutter-contre-le-blanchiment-d-argent
https://www.appsheet.com/start/fb0fd4ce-7d60-4d7a-85e3-ed73cc62e46a#appName=AppLL-5792945&defaults=%5B%7B%22ColumnName%22%3A%22Code_affichage_th%C3%A8me%22%2C%22ColumnValue%22%3A%225+-+Management%22%7D%5D&group=%5B%5D&page=detail&row=5eb5f70d&sort=%5B%7B%22Column%22%3A%22Nb_Formation%22%2C%22Order%22%3A%22Descending%22%7D%5D&table=Formation&view=Formation_Detail
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●​ Complétude des contrats avec les partenaires commerciaux sont 
transparents, en définissant clairement les conditions de paiement et les 
prestations fournies, pour éviter toute ambiguïté pouvant faciliter le 
blanchiment d'argent. 

●​ Inclusion d’une clause spécifique dans les contrats commerciaux (article 
12.4 Éthique des affaires) qui stipulent que les partenaires doivent 
respecter les lois anti-blanchiment et coopérer avec Logiclever dans le 
cadre de vérifications ou d'enquêtes. 

●​ Mettre en place un canal de signalement confidentiel et anonyme pour 
que les employés puissent signaler des blanchiment d’argent 

 

 

Indicateurs associés :  

●​ Pourcentage de personnes à la Direction générale ou Office management 
formés à la reconnaissance des pratiques de blanchiment 

●​ Pourcentage de contrats commerciaux incluant des clauses de respect 
des lois anti-blanchiment  

●​ Nombre de cas de blanchiment d’argent signalés 

●​ Nombre de cas de blanchiment d’argent confirmés 

 

   3.3 Concurrence loyale 
Logiclever est engagé à respecter les lois sur la concurrence et à promouvoir 
des pratiques commerciales équitables et éthiques tout en dénonçant toutes 
pratiques anticoncurrentielles, qu’il s’agisse de dénigrement, de parasitisme, de 
désorganisation, de confusion ou de tout comportement contraire à la morale 
des affaires et faussant le jeu de la libre concurrence. 

●​ Objectif quantitatif : 0 cas de concurrence déloyale détecté  sur une 
année 

●​ Objectif quantitatif : 0 cas de concurrence déloyale confirmé sur une 
année 

●​ Objectif quantitatif : 100% de contrats commerciaux incluant des clauses 
de non concurrence et de confidentialité  
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En cas d’anomalie qu’un salarié ou fournisseur pourrait identifier au sein de 
l’entreprise, nous demandons à chacun d’en faire part à la direction 
générale ou à la COP RSE. 

 

Actions associées :  

●​ Inclure des clauses de non-concurrence et de confidentialité dans les 
contrats de travail et les accords avec les partenaires commerciaux 
(articles 10 et 11) pour empêcher l'utilisation ou la divulgation non 
autorisée d'informations sensibles et empêcher les employés ou les 
partenaires de créer des activités concurrentielles utilisant  

●​ En cas de signalement, collaborer avec des conseillers juridiques pour 
développer une stratégie de réponse rapide aux actes de concurrence 
déloyale, y compris la préparation à engager des actions légales pour 
protéger les intérêts de Logiclever. 

 

Indicateurs associés :  

●​ Pourcentage de contrats commerciaux incluant des clauses de non 
concurrence et de confidentialité  

●​ Nombre de cas de concurrence déloyale détectée 

●​ Nombre de cas de concurrence déloyale confirmés 
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Sécurité de l'entreprise 

   4.1 Sécurité informatique 
Pour une entreprise travaillant dans le numérique, la sécurité informatique est 
d’autant plus importante qu’elle a un  impact déterminant sur l’image de 
marque. Par conséquent, Logiclever met un point d'honneur à protéger ses 
systèmes d'information contre toute forme de menace informatique, 
garantissant ainsi la sécurité des données de l'entreprise et de ses clients. 

​
Nos systèmes d’information sont développés en No code sur la suite Google ce 
qui permet de disposer de nombreux éléments de sécurité. Nous profitons 
actuellement de App script pour notre application, les services de la suite 
Google y inclut donc : des pare-feu, des système de détection d’intrusion, des 
mises à jour régulières, le chiffrement et la tokenisation des API, et 
l’authentification multifactorielle pour nos utilisateurs. Nous développons et 
maintenons en interne cette application ce qui permet d’adapter les profils, les  
accès et les permissions dès que nécessaire. 

Notre système de stockage et de messagerie est également basé sur la suite 
Google Workplace, respectant de très hauts niveaux de sécurité.  

 

●​ Objectif quantitatif : 0 incident sur la sécurité de l'information confirmés 
sur une année 

 

Actions associées :  

●​ Développement de nos systèmes d’informations sur des suites incluant 
des pare-feu robustes et des systèmes de détection d'intrusion (IDS) pour 
surveiller et filtrer le trafic réseau afin de bloquer les accès non autorisés 
et détecter les activités suspectes. 

●​ Mise à jour régulière de nos systèmes d’informations pour corriger les 
vulnérabilités de sécurité et se protéger contre les exploits connus. 

●​ Déployer une gestion rigoureuse des accès, en attribuant les permissions 
minimales nécessaires à chaque utilisateur et en révisant régulièrement 
les droits d'accès. 
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●​ Former régulièrement les employés sur les bonnes pratiques de 
cybersécurité, y compris la gestion des mots de passe, la reconnaissance 
des courriels de phishing et la gestion des accès 

●​ Suivi des formations et évaluations dans l’application Logiclever 

 

 

Indicateurs associés :  

●​ Pourcentage d' employés formés aux  bonnes pratiques de cybersécurité. 

○​ Objectif quantitatif : 50% des employés formés aux bonnes 
pratiques de cybersécurité 

●​ Nombre d'incidents sur la sécurité de l'information confirmés 
 

    

4.2 Protection des données sensibles et confidentielles 
Nonobstant la transparence qui est l’une des valeurs de Logiclever, la protection 
de toute confidentielle ou sensible est une exigence forte pour Logiclever. Nous 
nous engageons donc à protéger les données sensibles et confidentielles, en 
conformité avec les lois applicables telles que le RGPD. 

 16   

 

https://cyber.gouv.fr/le-mooc-secnumacademie
https://cyber.gouv.fr/le-mooc-secnumacademie
https://www.appsheet.com/start/fb0fd4ce-7d60-4d7a-85e3-ed73cc62e46a#appName=AppLL-5792945&defaults=%5B%7B%22ColumnName%22%3A%22Code_affichage_th%C3%A8me%22%2C%22ColumnValue%22%3A%225+-+Management%22%7D%5D&group=%5B%5D&page=detail&row=5eb5f70d&sort=%5B%7B%22Column%22%3A%22Nb_Formation%22%2C%22Order%22%3A%22Descending%22%7D%5D&table=Formation&view=Formation_Detail


POLITIQUE RSE - D / Éthique 

Chaque salarié dispose d’un  répertoire sécurisé dont seuls la direction générale, 
les fonctions support et le salarié ont accès. C’est dans ce répertoire que l’on 
trouve les données sensibles et confidentielles (CNI, bulletin de paie…). 

Nous mettons en place une stratégie de gestion rigoureuse  (proposée par la 
suite Google Workspace) qui inclut le chiffrement des données, l'utilisation de 
systèmes d'accès restreints et l'authentification multifactorielle pour sécuriser 
les informations critiques.  

Nos employés sont sensibilisés aux bonnes pratiques de sécurité informatique. 
Cette approche proactive nous permet de minimiser les risques de fuites, de 
pertes ou de cyberattaques visant les informations sensibles de l'entreprise et 
de ses clients. 

En cas d’anomalie qu’un salarié pourrait identifier au sein de l’entreprise, 
nous demandons à de compléter le formulaire de signalement confidentiel 
et anonyme. 

 

 

Actions associées :  

●​ Rédaction et diffusion d’une politique de sécurité informatique qui définit 
les pratiques de gestion des informations sensibles et les procédures à 
suivre pour les protéger. 

●​ Réalisation de sauvegardes régulières des données critiques et contrôle 
d’un stockage en toute sécurité. Vérifiez que les données sont facilement 
restaurables en cas de perte de données. (inclus dans notre suite Google 
Workspace) 

●​ Mise en place d’un canal de signalement confidentiel pour le signalement 
de problèmes de sécurité de l’information. 

 

Indicateurs associés :  

●​ Nombre de sauvegarde des données critiques effectuées 

●​ Nombre de signalements lié à la  protection des données 
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Mécanismes de Signalement et de Suivi 

   5.1 Canaux de signalement des comportements 
contraires à l'éthique 

Logiclever met à disposition de ses employés et partenaires un mécanisme 
sécurisé et confidentiel pour signaler tout comportement contraire à l'éthique, 
avec la garantie d'aucune répercussion négative pour le dénonciateur. 

 

Actions associées :  

●​ Mise en place d’un formulaire de signalement anonyme accessible à tous 
les employés et partenaires. 

●​ Établissement d’un processus clair pour enquêter sur les signalements, 
incluant des mesures de protection des dénonciateurs. 

●​ Suivi des signalements jusqu’à leur résolution, avec des mesures 
correctives adaptées. 
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Communication et Transparence 

6.1 Communication Externe  
Cette politique est accessible au public via notre site web, et nous sommes 
ouverts à la communication avec nos parties prenantes concernant notre 
engagement envers les droits de l'homme et les relations de travail. 

Actions associées :  

●​ Partage de nos politiques RSE sur notre site WEB 
●​ Communications régulières sur notre réseau social interne SLACK 
●​ Transparence totale de l’information chez Logiclever  

 

6.2 Rapports RSE  
Nous publions régulièrement des rapports RSE qui mettent en évidence nos 
efforts pour respecter cette politique et améliorer nos performances en matière 
de droits de l'homme et de relations de travail. 

Actions associées :  

●​ Réalisation d’audit RSE auprès d’entreprises compétentes  
●​ Mise en place de plan d’action pour améliorer notre score RSE​

 
Indicateurs associés : 

●​ Nombre d’évaluations RSE effectuées par an 
●​ Nombre d’actions d’améliorations RSE mises en place. 

 

6.3 Contacts pour plus d'informations et soutien 
 

Isselt Champion , Consultant Logiclever, Responsable de la COP RSE  
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Mise en Œuvre et Révision 

7.1 Mise en Œuvre  
Cette politique est mise en œuvre dès sa publication, et chaque employé est 
tenu de la respecter.​
 

7.2 Révision  
Cette politique sera amenée à évoluer de façon périodique afin de rester 
conformes aux normes et d’intégrer les meilleures pratiques en matière de RSE. 

Actions associées :  

➔​ Mise en place d’un groupe d’employés pour la contribution à la RSE 
responsable de l’amélioration de cette politique et des politiques RSE de 
l’entreprise 

Indicateurs associés : 

●​ Nombre d’évaluations RSE effectuées par an​
 

 

7.3 Engagement Constant   
Logiclever est fermement engagé à maintenir les plus hauts standards d'éthique 
dans toutes ses opérations. Nous demandons à tous nos employés, partenaires 
et fournisseurs de s’engager à respecter les principes énoncés dans cette charte 
et à contribuer activement à un environnement d'affaires éthique et 
responsable. 

 

Actions associées :  

➔​ Révisions annuelles et adaptations en fonction des nouvelles 
réglementations et des résultats des audits. 
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Liste des indicateurs 
 

Indicateurs Contribue à 

Pourcentage des fournisseurs ayant 
signé le code de conduite Encadrement de la sous traitance 

Pourcentage d’employés formés aux 
risques de corruption, aux situations à 
risque, et aux conséquences légales et 
éthiques des pratiques corrompues 

Formation et sensibilisation 

 

Pourcentage de fournisseurs incluant 
des clauses anti-corruption dans leur 
contrat Encadrement de la sous traitance 

Nombre de signalement pour corruption  Signalement 

Nombre d'incidents de corruption 
confirmés Intégrité 

Nombre de transactions financières 
inhabituelles détectées Signalement 

Nombre de signalements pour conflit 
d'intérêt Signalement 

Nombres de situations pour conflit 
d'intérêt confirmés Intégrité 

Pourcentage d’employés formés à la 
détection des cas de fraude et à la lutte 
anti fraude. Formation et sensibilisation 
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Nombre de signalements pour fraude 
enregistrés  Signalement 

Nombre de cas de fraude confirmés Intégrité 

Pourcentage de personnes à la Direction 
générale ou Office management formés 
à la reconnaissance des pratiques de 
blanchiment 

Formation et sensibilisation 

 

Pourcentage de contrats commerciaux 
incluant des clauses de respect des lois 
anti-blanchiment  Encadrement de la sous traitance 

Nombre de cas de blanchiment d’argent 
signalés Signalement 

Pourcentage de contrats commerciaux 
incluant des clauses de non concurrence 
et de confidentialité  Encadrement de la sous traitance 

Nombre de cas de concurrence déloyale 
détectés Signalement 

Nombre de cas de concurrence déloyale 
confirmé Intégrité 

Pourcentage d' employés formés aux  
bonnes pratiques de cybersécurité Sécurité informatique 

Nombre d'incident sur la sécurité de 
l'information confirmés Sécurité informatique 

Nombre de sauvegarde des données 
critiques effectuées Protection des données 

Nombre de signalements lié à la  
protection des données Protection des données 
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